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Power & Control Wheel: On Technology & Abuse

Coercion and Threats

Making threats via email, 

instant and text messages 

• Sending disturbing 
information and website 

links • Posting false and 
hurtful information on 

social media, blogs 
and websites.

Isolation

Cutting off or limiting your 

technology use and access 

• Tracking your whereabouts 
to prevent you from contacting 

others • Using technology to 
discredit you personally 

or professionally • 
Sending damaging or 

inappropriate emails, 

pretending to be 
you.

Minimizing, 

Denying, 

Blaming 

Normalizing the 

control and abuse by 
saying the technology 

monitoring is for “your 

own safety.” • Shifting 
responsibility by saying 
you somehow installed 

the Spyware or other 

technology devices.

Using 

Others

Getting other 

people (children, 

friends, family, 

caregivers) to monitor 

and harass, install devices, 

and get information such

as account numbers
or passwords • Using websites 

to encourage strangers to 

harass you.

Using Privilege & Oppression

Making all of the decisions 

about technology • Making 
you feel stupid and incapable 
of understanding or afraid of 

technology.

Economic 

Abuse

Tracking or 

manipulating 

financial accounts 
online • Controlling and 

denying access to online 

accounts • Destroying your credit 
rating through Identity Theft.

This diagram illustrates some ways abusers might misuse technology in the 
context of stalking, domestic and sexual violence. Perpetrators might try to 
misuse any technology if it enables them to monitor, impersonate, control or 
harm. Examples of  technology abusers misuse include phone interceptors, 
listening devices and bugs; caller ID spoof and unblock; email, text and 
instant messages; computer and phone spyware and monitoring; fax 
machines; assistive devices and relay services; location tracking devices 
(e.g. GPS) and services; cameras and other recording devices; mobile 
phones and tablets;  social networking and media sites, websites and more.The Women’s Services Network
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Emotional 

Abuse

Ridiculing or 

putting you down using 

technology • Manipulating 
technology to confuse 

or scare you • Keeping you 
technology-dependent • Making you 

think you are crazy by misusing 
technology

Intimidating, 

Monitoring, and 

Stalking

Monitoring by using 
technology. Secretly 
changing files or device 
settings • Destroying 
technology items and/ 

or assistive devices 

• Impersonating 
you 




